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ABSTRACT 

Delivering video streaming over the varying network with acceptable quality is a 

challenging task. This is because of the huge size of video data and the complicated 

characteristics of wireless channels. In this thesis, we present a robust video streaming 

platform over wireless networks, which aims to provide reliable video transmission in 

limited bandwidth with acceptable delay. 

For efficient video transmission, the Hierarchical Packetization Protocol (HPP) is 

designed and developed. It generates minimum bytes to describe the compressed video 

data and maintains an acceptable video quality at very low rate and provides high quality 

in rich bandwidth. We also propose a novel error control scheme, which is targeted to 

reduce the influence of bursty errors and bit errors. The scheme consists of three parts: 

hybrid adaptive unequal error protection (HAUEP), packets shuffling, and dynamic 

packet length adjustment (DPLA). HAUEP with adaptive parity codes can correct error 

in short time with controllable redundancy. The main idea of packets shuffling is not only 

to reduce overall error, but rather to tradeoff continuous error (the unacceptable error) for 

average error (the acceptable error). DPLA is a mechanism to adjust packet size rapidly 

according to different network situations. These three modules work together to maintain 

an acceptable video quality at very high rate of bursty errors or bit errors. Finally, 

promising results of experiments are presented as well. 
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CHAPTER 1 

INTRODUCTION 

Video streaming is a technology that delivers large digital video data in real time 

across computer networks. During the past decade, there has been a significant progress 

in video streaming over wired networks. With the increase in the next generation wireless 

networks and rapid growing demand for mobile visual communications, video streaming 

over wireless networks is becoming possible and has received more attention. This thesis 

presents an advanced reliable video streaming platform over wireless networks. 

1.1 Research Background 

Unlike text or voice, visual information, in the form of digital images and digital 

videos, has huge volume in data size. For example, the size of 352 x 288 color, image in 

the Common Interchange Format (CIF) is 152,064 bytes. Transmitting one CIF image 

over a telephone line at a speed of 56 kbps takes 28 seconds. An NTSC TV resolution in 

RGB video (480 x 720 pixels) with 30 fps requires 124.416 Mbps bandwidth. Using 3G 

mobile networks [1] at a bit rate of 2 Mbps, it takes about 62.2 seconds to transmit a 1 

second video. Digital image and video data with their original format are too voluminous 

for transmission over bandwidth limited mobile networks. But they contain a significant 

amount of redundancy, which makes it possible to be represented in much fewer bits 

through image and video compression. Spatial and temporal redundancy removal is 

commonly used in video compression. 
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The International Telecommunication Union (ITU) has released a number of 

international standards for video coding, such as H.261 [2] and H.263 [3,4]. In addition, 

the Joint Photographic Experts Group (JPEG) and the Moving Pictures Experts Group 

(MPEG) of the International Standards Organization (ISO) have also defined a set of 

standards for image and video compression, such as JPEG [5], MPEG-i [6], MPEG-2 [7] 

and MPEG-4 [8]. These standards perform well for video transmission over noise-free 

channels. However, in wireless networks, there usually exists severe error corruption due 

to multipath and different time-varying characteristics of the wireless channels. Since all 

existing image and 'video compression standards employ variable-length coding, the 

compressed bit streams are very sensitive to channel noise. A single error may cause the 

loss of decoding synchronization and result in an error propagation beyond many data 

blocks. 

In order to combat with channel impairment, error control techniques, Forward 

Error Correction (FEC) and Automatic Repeat Request (ARQ) [9], are usually employed 

in data link layer or transport layer to rebuild an error free platform for various 

applications. These techniques can be considered as network centric error control 

schemes when the end users do not need to understand the characteristics of the physical 

channels. Such approaches work well for traditional data communications. However, the 

characteristics of video communications are quite different from traditional data 

communications in several aspects. First, video communications usually have strict time 

constraint. The network centric error control scheme may lead to unaccepted transmission 

delays. Second, video communications may not need error free transmission, since 

certain types of degradation may be imperceptible to the human visual system. Hence, 
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direct application of FEC or ARQ will lead to inefficient systems. Therefore, the error 

control strategy designed in application layer is considered more efficient. 

Conclusively speaking, due to the limited bandwidth of wireless channels, video data 

need to be compressed by highly efficient compression schemes. On the other hand, due 

to the time varying error prone environments of wireless channels, controlled redundancy 

is necessary to be added in the compressed bit streams in order to ensure reliable 

transmissions. Therefore, there is a tradeoff between efficiency and reliability. It's also 

the key point of designing a video streaming system with high performance. 

1.2 Research Objective 

The objective of this research was to design a robust video streaming platform over 

wireless networks. The system aims to take advantage of the existed Hierarchical 

Adaptive Structured (HAS) Video Codec, which was invented by Dr.Badawy [lO]. and 

design corresponding transmission module, and error protection module. The optimal 

tradeoff between efficiency and reliability for video transmission over wireless channels 

is the major target of this research. 

1.3 Thesis Outline 

This thesis is organized as follows. 

Chapter 2 reviews the technique of video streaming over wireless network, including 

video compressing algorithms, characteristics of mobile networks and current approaches 

to control the influences caused by channel errors. 
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Chapter 3 presents the proposed robust video streaming platform over wireless 

channel. Four proposed schemes, including Hierarchical Packetizatioi Protocol, Unequal 

Error Protection, Packet Shuffling and Dynamic Packet Length Adjustment, are discussed 

in detail. 

Chapter 4 introduces the implemented prototype of the video streaming platform. We 

also present the detailed comparison and analysis of the proposed scheme with traditional 

schemes. A performance analysis illustrates that the proposed schemes significantly 

improve the performance of the video streaming system. 

Chapter 5 concludes the thesis and outlines areas for future work. 
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CHAPTER 2 

VIDEO STREAMING OVER WIRELESS NETWORK 

2.1 Video Coding Technique 

An image is a set of two dimensional (2-D) visual signal in the spatial domain. Video 

data can be viewed as a sequence of images. So they are three dimensional (3-D) signal, 

2-D in spatial domain and l-D in time domain. Digital video camera digitizes video 

signals into many samples. These samples are the smallest units and are called picture 

elements, or pixels. Each pixel value is usually represented by binary data for computer 

processing. Video data are too voluminous to be stored in digital archives or be 

transmitted over mobile networks. However, the number of bits to represent the actual 

information of a video sequence is substantially smaller because significant redundancy 

exists in most image and videos. There are three types of redundancy in a sequence of 

images [11]: 

• spatial redundancy, which is due to the correlation between neighboring 

pixel values. 

• temporal redundancy, which is due to the correlation between different 

frames in videos. 

• spectual redundancy, which is due to the correlation between different 

color planes (e.g. in an RGB color image) or spectral bands. 

Video compression techniques reduce the number of bits required to represent a video 

sequence by taking away these redundancies. When compressing a video sequence, one 
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may consider the sequence a series of independent images, and compress each frame 

using a single image compression method, or one may use specialized video sequence 

compression schemes, taking advantage of similarities in nearby frames. 

Two parameters, compression ration (CR) and peak signal-to-noise ratio (PSNR), are 

commonly used in image and video compression field to indicate the objective evaluation 

for different image and video coding algorithms [11 ].  They are also used in this thesis. 

CR is defined as 

CR =  number of bits in the original image  

number of bits in the compressed bitstream 

PSNR is defined as 

PSNR =2Olog 255  
10 MSE 

where RMSE denotes root-mean-squared error, 

kJ, NN A 

RMSE = - f(i,j)]2. 
j=1 

A 

(2.1) 

(2.2) 

(2.3) 

Where f denotes the original 8-bit N x N image, and f denotes the reconstructed 

image. 

2.1.1 Intraframe compression 

Intraframe Compression is the compression within individual frames, which is also 

known as spatial compression. Intraframe compression consists of three main steps [11]: 

Transform, quantizing and coding, as illustrated in Figure 2.1. 
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Input 
Image 

Transformer — Quantizer Coder —* 101011... 

Figure 2.1. The three steps of digital image compression 

The purpose of the transform is to reorganize the data, to make it possible for the 

encoder to do abetter job. For statistical coders, the transform can typically be to give the 

data a representation featuring non-uniform probability distribution. 

The quantizing step is used to remove or reject information that is regarded 

uninteresting. What is considered uninteresting depends on how the image is supposed to 

be used later. If the image is targeted at a human observer, which is the case for the video 

images covered by this thesis, the quantizing will typically remove details which are not 

distinguishable d by our visual system. 

The coder produces the resulting bitstream using a general compression algorithm, 

2.1.1.1 Discrete Cosine Transform 

Discrete Cosine Transform (DCT) is a typical block-based transform. In DCT coding, 

first, an image is divided into many small blocks, then DCT is applied to each block. In 

this way, the original samples in pixel domain are transformed into frequency domain, 

where the frequency coefficients are statistically independent. The decorrelation results in 

the signal energy being redistributed among only a small portion of frequency 

coefficients. This transform does not cause any information loss. 

The forward 2-D DCT of an N  Nblock of pixels is often defined as [11J: 
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N1 N-i (2x + 1)u,r (2y + l)v,z  
S(u,v) = -C(u)C(v)s(x,y)cos cos (2.4) 

=o 2N 2N 

Where, u = 0,1,..., N, v = 0,1,...N and 

C(u),C(v)= {h1 u,v=0 
1 otherwise 

And the corresponding inverse DCT (]DCT) is defined as follows: 

Ni N-i (2x + 1)u,r (2y + 1)v,r 
s(x,y) =-C(u)C(v)S(u,v)cos cos 

2N 2N 
(2.5) 

Where, C(u) and C(v) are as defined above. 

DCT is widely used in image and video coding. It is the basic of the still image coding 

standard JPEG[5], and many video coding standards such as H.261 [2], H.263 [3], 

MPEG-i [6], MPEG-2 [7], MPEG-4 [8]. 

2.1.1.2 Quantization 

Quantization is the process of representing a set of continuous valued samples with a 

finite number of states. There are two types of quantization: Scalar Quantization and 

Vector Quantization. In scalar quantization, each input symbol is treated separately in 

producing the output, while in vector quantization the input symbols are clubbed together 

in groups called vectors, and processed to give the output. In video intraframe processing, 

scalar quantization techniques are commonly used. 

A quantizer can be specified by its input partitions and output levels (also called 

reproduction points). If the input range is divided into levels of equal spacing, then the 

quantizer is termed as a Uniform Quantizer, and if not, it is termed as a Non-Uniform 
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Quantizer. A uniform quantizer can be easily specified by its lower bound and the step 

size. Figure 2. 2 shows a uniform quantizer. If the input falls between nr and (n+1)r, the 

quantizer outputs the symbol n. 

n-2 n-i n n+ 1 n+2 <--- Output 

(n-2)r (n-1)r nr (n+l)r (n+2)r (n-i-3)r <--- Input 

Figure 2.2. A uniform quantizer 

Inversely, a dequantizer is one which receives the output levels of a quantizer and 

converts them into normal data, by translating each level into a reproduction point in the 

actual range of data. If given the output levels or partitions of the encoder, the best 

decoder is one that puts the reproduction points x' on the centers of mass of the partitions. 

This is known as centroid condition. If given the reproduction points of the decoder, the 

best encoder is one that puts the partition boundaries exactly in the middle of the 

reproduction points, i.e. each x is translated to its nearest reproduction point. This is 

known as nearest neighbour condition. The quantization error (x - x') is used as a measure 

of the optimality of the quantizer and dequantizer. 
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2.1.1.3 Variable length coding 

Before coding, the quantized block is converted to a sequence of numbers by 

collecting coefficients according to the zig-zag sequence in Figure 2.3. 

0 

Figure 2.3. The zig-zag sequence 

The zig-zag sequence orders the coefficients in approximately decreasing importance, 

collecting the more heavily quantized values towards the end. This ordering typically 

gives runs of zero values, which are runlength encoded. Non-zero values are coded using 

either Huffiuian or arithmetic coding. Huffman coding yields the optimal integer prefix 

codes given a source with a finite number of symbols and their possibilities. In prefix 

codes, no codeword is a prefix of another codeword. Such codes are uniquely decodable 

since a given binary string can only be interpreted in one way. Huffiuian codes are optimal 

in the sense that no other integer-length VLC can be found to yield a smaller average bit-

rate. 
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2.1.1.4 Decompression 

Decompressing a compressed stream to an image resembling the original is done using 

the pipeline in Figure 2.4. The process is the reverse of coding. 

1,0,0,1,1... 

Compressed 
strearri 

Entropy Decoder D equandzer 101 Inverse DCT — 1--W Reconstructed 
image 

Figure 2.4. Pipeline for DCT-based decoding 

2.1.2 Interfmme compression 

Interframe compression is applied to a sequence of video frames, rather than a single 

image. In general, relatively little changes from one video frame to the next. Jnterfran-ie 

compression exploits the similarities between successive frames, known as temporal 

redundancy, to reduce the volume of data required to describe the sequence. There are 

several interframe compression techniques. Block based method and mesh based method 

are commonly used [12]. 

2.1.2.1 Block based method 

Block-based motion estimation and compensation are among the most popular 

approaches. Block-based motion compensation has been adopted in the international 
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standards for digital video compression, such as H.261, MPEG-i and MPEG-2. 

Although these standards do not specify a particular motion estimation method, block-

based motion estimation becomes a natural choice. 

Block-motion model assumes that the image is composed of moving blocks and all the 

pixels in a certain block have only one motion vector. Block based motion compensation 

is completed in three stages. First, the frame to be approximated, the current frame, is 

divided into uniform non-overlapping blocks. Then each block in the current frame is 

compared to areas of similar size from the preceding or past frame in order to find an area 

that is similar. A block from the current frame for which a similar area is sought is known 

as a target block. The location of the similar or matching block in the past frame might be 

different from the location of the target block in the current frame. The relative difference 

in locations is known as the motion vector. If the target block and matching block are 

found at the same location in their respective frames then the motion vector that describes 

their difference is known as a zero vector. Finally, when coding each block of the 

predicted frame, the motion vector detailing the position (in the past frame) of the target 

block's match is encoded in place of the target block itself. Because fewer bits are 

required to code a motion vector than to code actual blocks, compression is achieved. 

During decompression, the decoder uses the motion vectors to find the matching 

blocks in the past frame (which it has already received) and copies the matching blocks 

from the past frame into the appropriate positions in the approximation of the current 

frame, thus reconstructing the image. In the example used above, a perfect replica of the 

coded image can be reconstructed after decompression. 
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2.1.2.2 Mesh based method 

Mesh-Based model offers a lot of functionalities that the Block-Based model does not 

offer. While the Mesh-Based modes are suitable for patially continuous representation of 

in-plane rotations,zooms,and other motions that can be represented by parametric 

mappings, the Block-Based models perform better around motion boundaries. 2D mesh 

[13-15] has gained widely application in video processing. Two types of 2D mesh 

structures, i.e., uniform and non-uniform mesh, are used in MPEG-4 standard, which 

deals with object-based multimedia compression and composition. Meanwhile, mesh 

technique allows comprehensive video processing, including compression, manipulation, 

searching, browsing, and object tracking, etc. Especially, hierarchical representation of 

3D / 2D static and 2D dynamic meshes have attracted attention, because it 1) provides 

rendering at various levels of detail (quality scalability), 2) allows progressive and 

scalable transmission or storage of the object geometry and motion information, and 3) 

enables improved tracking performance (compared to a non-hierarchical representation) 

in the case of 2D dynamic meshes. 

2.1.3 Video coding standards 

Currently, H.261,H.263, MPEG-I, MPEG-2 and MPEG-4 are the most common video 

standards. Each of them targets a multimedia application. 

2.1.3.1 ITU-T Recommendations H.261 
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This is a video coding standard published by the ITU (International Telecom Unit) 

in 1990. It was designed for data-rates which were multiples of 64Kbps. The standard 

covers the bandwidth from 64Kbps to 2Mbps. 

H.261 supports two resolutions: Common Interchange Format (CIF) at 352 x 288 

pixels, and Quarter CIF (QCIF) at 176 x144 pixels. Frames for the three components are 

partitioned in blocks of 8 x 8 pixels, each of which is transformed, quantized and 

Huffiiian-coded separately. A macroblock is defined as four neighboring luminance 

blocks, and one block from each of the chrominance components, making up a 16 x 16 

sub-image. 

Two types of frames are defined in H.261, intra coded frames and inter coded frames. 

Intra coded frames are coded as stand-alone frames, while inter coded frames use 

prediction errors with respect to the previous frame. The coded blocks of inter coded 

frames may include motion compensation, in which case a motion vector is associated 

with each macroblock. The motion vector allows, specification of a displacement of up to 

15 pixels in all directions. The sender may decide not to send blocks that haven't changed 

since the previous frame. 

2.1.3.2 ITU-T Recommendations H.263 

H.263 works much like H.261, but there are several extensions, and some 

modifications. In addition to the two resolutions defined for H.261, H.263 allows the 

following: 16C1F at 1408 x1152, 4CIF at 704 x576, and sub-QCIF at 128 x96 pixels. 

As extensions to R.261 includes 'TB-frames mode", where two frames are coded as 

one unit. The latter frame is coded as an intra frame, while the former frame is coded in 
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inter mode, possibly using bidirectional prediction between the previously seen frame, 

and the intra coded frame of the same unit. 

Another extension is the use of unrestricted motion vectors, where motion vectors are 

allowed to point outside the frame. Edge pixels are used for prediction of the non-existing 

pixels. In H.263, motion vectors use half pixel prediction, instead of integer pixel 

prediction. 

2.1.3.3 MPEG-i (Moving Picture coding Experts Group) 

The MPEG-i standards specify coding of video and audio streams, and how 

synchronization between them is supposed to be done. MPEG defines three different 

types of frames, as illustrated in Figure 2.5. 

I=Intraframe 

El P = Predicd frame 
El B= Bdiectionally predicted frame 

Figure 2.5. The relationship between frame types 

Intraframes, or I-frames, defines the start of a group of frames. I-frames are coded as 

stand-alone images, using a method resembling the one described for JPEG. 
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A group of frames may contain predicted frames, called P-frames. These are 

predicted from the closest, previous I- or P-frame, with the help of motion compensation 

vectors. The motion vectors are associated with macroblocks of 16 xl 6 pixels. 

Between the I- and P-frames, there may be zero or more bidirectionally interpolated 

frames, or B-frames. These are interpolated between the nearest I- or P-frames. 

2.1.3.4 MPEG-4 standard 

+Spatio-temporal 
relationship 

Cogureticeirf0 
Class Definition  

ENCODER 

Ddta Component 
(AV objects ...)  
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Vda (.00nnt 
kUser  

. I, 

+S patio-temporal 
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User interaction 

Figure 2.6. Overall architecture of a MPEG-4 system 

The MPEG-4 standard provides multimedia coding schemes that are suitable for low 

bit rate video applications, i.e., data rates less 64Kbps. MPEG-4 is based on the 

segmentation of audiovisual scenes into "Audio/Visual Objects" (AVOs) which can be 

multiplexed for transmission over heterogeneous networks. Figure 2.6 shows the MPEG-

4 framework. The encoder compresses the AV objects, may apply some error protection, 
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multiplexes the multiple bitstreams and transmits it downstream to the decoder. At the 

decoder, several steps are taken: Demultiplexing, error correction, decompression. 

Composition and presentation to an end user. The end user may interact with the 

presentation, thus the encoder has to react on user input either locally, or may need to 

send information upstreeam to the encoder. 

2.2 Communication and Mobile Network Background 

Information 
Source 

Output 
Information 

4 

Source 
Encoder 

Source 
Decoder 

4 

Channel 
Encoder 

Channel 
Decoder 

4 

Digital 
Modulator 

Digital 
Demodulator 

Figure 2.7. Digital communication system 

.4 

Channel 

A typical video digital communication system is shown in Figure 2.7 [20]. The 

function of source encoder is to convert the input video signal into a sequence of binary 

digits. As mentioned before, source encoding seeks an efficient representation of source 

signal that results in little or no redundancy. The purpose of the channel encoder is to 

introduce some controlled redundancy so that the receiver can use it to overcome the 

effects of noise and interference encountered in the transmission of the signal through the 

channel. Since nearly all of the communication channels used in practice are capable of 
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transmitting electrical signals (waveforms), the primary purpose of digital modulator is 

to map digital information sequence into signal waveforms. Finally, the communication 

channel is the physical medium that is used to send the signal from the transmitter to the 

receiver. In this thesis, the wireless channel is focused. 

2.2.1 Characteristics of Whless Channels 

In wireless communications, besides absorption, the propagation of electromagnetic 

waves is influenced by three basic mechanisms: reflection, diffraction, and scattering 

[21]. In conjunction with mobility of the transmitter and receiver, these mechanisms 

cause several phenomena, such as time-varying delay spread or spectral broadening, 

which can severely impair the transmission. 

When a mobile moves over a large area or a long time intervals, the distance between 

the transmitter and receiver often varies significantly. Furthermore, the number and type 

of objects between the transmitter and receiver usually change and might cause 

shadowing. The resulting attenuation of radio frequency (RF) power is described by the 

path loss. Usually, path loss can be modeled as a function of distance (nth power law) 

and a random variation about the mean (log-normal distribution). 

In addition to large-scale fading, there also exists small-scale fading, i.e., small 

changes in position can result in dramatic variations of RF energy. This small scale 

fading is caused by multi-path propagation. In a wireless communication system, a signal 

can travel from transmitter to receiver over multiple reflective paths. The signal will have 

different delay and attenuation in different paths. The superposition of these individual 

signal components can cause constructive and destructive interference alternating at a 
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small scale (as small as half wavelength). For a moving receiver, the space-variant 

signal strength is also time-variant, where the speed of fluctuation is determined by the 

velocity of the mobile terminal. If the number of the multiple paths are large and each of 

them is equally significant, the envelop of the received signal can be modeled by 

Rayleigh distribution [22]. 

In summary, a mobile radio channel is both time-variant and space-variant at both 

large-scale and small scale. As a result, errors are not limited to single bit errors but tend 

to occur in bursts. In severe fading situations, an intermittent loss of connection may 

happen. Therefore, to design error control techniques for mobile communications is a 

major challenge. 

2.2.2 Channel Models 

Using channel models is very convenient for designing a communication system if the 

channel model can reflect the most important characteristics of the physical channels. 

There are three frequently used channel models in practice: the additive noise channel, 

the linear filter channel, and the linear time-variant filter channel [22,30]. 

The additive noise channel model can be expressed as 

r(t)=cis(t)+n(t), (2.6) 

where a is an attenuation factor. It means that the received signal r(t) can be viewed 

as the summation of the attenuation of the sent signal s(t) plus an additive random noise 

n(t). If the n(t) is the additive white Gaussian noise (AWGN) process, the channel 

model is called the AWGN channel. 
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The linear filter channel model can be expressed as 

r(t) = s(t) ® c(t) + n(t), (2.7) 

where c(t) is the impulse response of a linear filter and ® denotes convolution. In this 

case, the channel is characterized as a linear filter with additive noise. 

The linear time-variant filter channel can be modeled as 

r(t) =s(t)®c(r;t)+n(t), (2.8) 

where c(r;t) is the response of the channel at time t due to an impulse applied at time 

t - r. Mobile radio channels is a special case of 

Therefore, 

c(z;t) =ak(t)6(r—rk). 

r(t) =Zak (t)s(r - k) + n(t) 

(2.9) 

(2.10) 

In this case, in addition to additive noise, the received signal consists of L multi-path 

components, where each component is attenuated by ak (t) and delayed by 1k - When the 

impulse response c(z-; t) is modeled as a zero-mean complex-valued Gaussian process, 

the envelope c(z; t)I at any instant t is Rayleigh distributed. This is the well-known 

Rayleigh channel model. 

The channel models introduced above are analogue channels or waveform channels. 

Sometimes, people only focus on studying the source coding and the channel coding. In 

this case, for simplicity, the modulator and the demodulator can be included as part of the 
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channel as shown in Figure 2.8. Such channel model is called discrete channel model 

[16]. i.e., discrete-input and discrete-output. 

Channel 
encoding 

Channel 
Modulator 

Channel Digital 
demodulator 

A composite dis crete-input, dis crete-output channel 

Figure 2.8. A composite discrete channel 

Channel 
decoding 

There are two commonly used discrete channel models: the binary symmetric channel 

(BSC) model for memoryless channels and the finite-state Markov channel (FSMC) 

model for bursty channels. The BSC is a binary-input, binary-output, symmetric channel 

as shown in Figure 2.9, where p is the average bit error rate. For the FSMC model, the 

simplest case is the two-state Markov channel, which is called Gilbert-Elliott channel 

(GEC). The GEC model, as shown in Figure 2.10, has two states: Good state and Bad 

state. In this case, each state will be considered as a BSC. The parameters of GEC include 

Tgb and Tbg which represent the transition probabilities from one state to the other. eG 

and eB are the BERs at Good state and Bad state, respectively. PQ and PB are the 

probabilities staying at Good state and Bad state, respectively. The average BER of such 

channel can be written as BER=PG xeG +PB xeB. At the case of eG =  0 and eB = 1, the 

GEC channel model is termed as the simple GEC model. Many studies show that the 

GEC channel model is able to capture the bursty nature of the mobile channel errors. 
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Figure 2.9. The BSC model 
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Figure 2.10. The GEC model 

2.2.3 Wii1ess Network and QoS Parameters 

Wireless networks are first introduced in the early 1980s. The first generation mobile 

communications provided analog voice communications to mobile users. The major first-

generation standards include AMPS, TACS and NMT. 

The second generation mobile system provided not only digital voice communications 

but also data services, mainly circuit-switched low to medium bit rate (9.6 kbps). The 

major second-generation standards include global system for mobile communications 

(GSM) and IS-95. 

With the increasing demand of providing wireless Internet service, the third generation 

mobile communications, international mobile telecommunications in the year 2000 (IMT-

2000), is introduced. The third generation system adds multimedia capabilities such as 



23 

support for high bit rates and introduction of packet data and IP access. The bit rates of 

IMT-2000 are defined as 384 kbps for full area coverage and 2 Mbps for local area 

coverage. 

As one of the most popular assess network, wireless local area network (WLAN) has 

grown rapidly since the introduction of 802.1 lb WLAN standards, which offer 

performance more nearly comparable to Ethernet. IEEE 802.11b can deliver raw data 

rates up to 11 Mbps over the 2.4 Ghz band. The majority of WLAN systems in the world 

today follow this standard. 

The progress of wireless networks increases the bandwidth of wireless data 

transmission, which makes video streaming over wireless networks possible. 

To evaluate the performance of wireless networks, normally three Quality of Service 

(QOS) parameters are used, including throughput, error rate and delay. The throughput of 

a network is the effective bit rate the network can provide. Because image and video 

signals have huge volume of data size, real-time applications typically requires a 

bandwidth about 0.4 to 1.4 Mbps. This throughput is often required only for unidirection 

because a lot of multimedia traffic is highly asymmetric. 

There are two kinds or error rates: bit error rate (BER) and packet error rate (PER). Bit 

error is usually casued by channel noise and interference. While packet error is usually 

caused by network congestion and delay. 

As for delay, real-time video application requires bounded end-to-end delay, i.e., 

every video packet must arrive at the destination in time to be decoded and displayed. For 

example, the ITU standards suggest a maximum total end-to-end delay of up to 150 ms 
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for interactive video application. Delay variation or jitter is another important 

parameter, which should be considered in a video transmission system. 

2.2.4 Traditional Error Control Techniques 

To achieve reliable digital communications, error control techniques are applied 

during the transmission. The error control techniques can be classified into two 

categories: Forward Error Correction (FEC) and Automatic Repeat Request (ARQ) [35]. 

ARQ needs a feedback channel to send retransmission requests, while FEC does not have 

such requirement. 

2.2.4.1 Forward Error Correction (FEC) 

FEC techniques can be divided into two classes: block coding and convolutional 

coding. Block coding needs to break the input data into blocks while convolutional 

coding is a continuous process without the need for assembling blocks. Convolutional 

code is also called trellis code. A (N,K,M) convolutional code denotes this convolutional 

code has N outputs, K inputs and M is the memory of the encoder. Therefore, at any 

given time, the N outputs depend not only on the K inputs but also on the previous M 

inputs. The channel coding rate is defined as 

R=. 
N 

(2.11) 
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Convolutional encoding is easy to implement both in hardware and software 

while the decoding process is more complicated. The most popular decoding approach is 

the Viterbi algorithm. 

2.2.4.2 Automatic Repeat Request 

Similar block coding, In ARQ, the input data is grouped into blocks. Each block 

is extended to a packet by adding a header, including a Sequence Number (SN), and 

appending an error detection code, such as cyclic redundancy check (CRC). The receiver 

uses the SN to determine whether there exists lost packets or not, and uses CRC to check 

whether the received packet is in error or not. If there are lost packets or corrupted 

packets, the receiver will request the retransmission by sending back Positive 

Acknowledgements (ACKs) or Negative Acknowledgements (NAKs) via the feedback 

channel. Usually, the retransmissions are repeated until data are received error-free or a 

time-out is exceeded. 

There are three basic ARQ schemes: Stop And Wait (SW), Go Back N (GN) and 

Selective Repeat (SR). In the SW-ARQ scheme, the transmitter sends a packet and waits 

for an acknowledgement. The SW-ARQ is simple but not very efficient. In the GN-ARQ 

scheme, the transmitter sends packets continuously. In other words, it does not wait for 

an acknowledgment. If the transmitter receives an NAK, it will retransmit the indicated 

error packet and all subsequent packets. In SR-ARQ, the transmitter only resends the 

indicated error packets. It provides the highest throughput. ARQ schemes can be 

combined with FEC, termed as Hybrid ARQ, to further improve the performance. 



26 

One critical parameter in ARQ is the Round Trip Delay (RTD). If the number 

of retransmission attempts is A, the total delay until reception is D=A*RTD. Because A 

depends on the quality of the channel, the resulting delay and throughput vary over time 

and are not predictable. Therefore, for delay-constraint applications, the maximum 

number of retransmissions has to be limited. 

2.3 Problem Statement 

Comparing with video streaming over traditional networks, such as internet, wireless 

video streaming is a more challenging task because of the characteristics of wireless 

channels: (1) limited bandwidth; (2) time-varying error-prone environment. Moreover, in 

addition to severe bit errors in wireless channel, wireless video streaming may also 

encounter packet—loss problems. For example, in a typical wireless video streaming 

system, the compressed video data are stored in a server, which is usually located in a 

wired line network such as Internet. When a mobile user requests an access to the video 

data, the video server first sends the compressed video bitstream through the wireline 

network to the base station or access point located at the boundary between the wireline 

and the wireless networks. The base station then transmits the video bitstream via the 

wireless channels to the mobile unit. In this case, since the data are transmitted over both 

wired line and wireless networks, the transmission may be impaired by both packet-loss 

and bursty bit errors. 

Many studis show that wireless channel errors are not limited to random signal bit 

errors; instead, the errors tend to occur in bursts because radio channels are both time-
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varying and space-varying at both large-scale and small-scale. On the other hand, 

packet-loss in the wireline network can be viewed as a special case of channel errors, i.e., 

bursty errors with known length and positions. It is in this spirit that we treat both packet-

loss and bit errors as bursty loss or bursty errors. Therefore, the same error-control 

schemes designed for packet-loss channels may be also appropriated for wireless 

channels. In addition, the design of a wireless video streaming system should consider the 

following requirements: 

• The bit-rate of the scalable video bitstream source should be able to change from 

10 kbps to several hundred kbps in order to be adaptive to the variations of the 

wireless channels. 

• Be robust to the bursty errors of wireless channels. 

2.4 Related Work on Robust Video Streaming over wireless networks 

With wireless network moving quickly to broadband, video streaming over wireless 

network has been widely studied [28,29,36-38]. As we just discussed, wireless network 

cannot provide guarantee on bandwidth, delay or loss. To combat these problems, there 

are two existing schemes. One is network-centric approaches, i.e., carefully designing the 

network equipment to provide QoS support. The other is end-system based approaches, 

which do not impose any requirements on the network. Those network-centric 

approaches are beyond the scope of our study. In this research, we focus on end-system 

based approaches. 
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End-system based approaches consist of two components: congestion control and 

error control. The target of congestion control is to reduce packet loss and delay by 

matching the video sending rate with the network bandwidth. Because the bandwidth of 

wireless network is time-varying, it is desired that the video signals be sent in a network-

friendly way. Rate adaptive video encoding and rate shaping are two commonly used 

approaches. 

Unlike congestion control, which is to prevent packet loss, the purpose of error control 

is to maximize the reconstructed video quality in presence of packet loss. The error 

control techniques can be divided into three categories: approaches at the encoder end, 

approaches at the decoder end, and approaches requiring interactions between the 

encoder and the decoder. 

Approaches at the encoder end include error-resilient encoding and FEC-based robust 

encoding. Commonly used error-resilient approaches include inserting resynchronization 

marker, using reversible variable length codes (RLVC) and using intra block/frame 

refreshment. Inserting resynchronization marker uses the same approach as that in error-

resilient image coding. RVLC are the codes which can be decoded in two direction. 

Using intra block/frame refreshment is to limit error propagation in time direction. FEC-

based robust encoding includes joint source-channel coding and UEP-based layer video 

transmission. 

One of the main error control approaches at the decoder end is error concealment. In 

addition to the spatial concealment and frequency concealment, another one for video 

signals is temporal concealment. For example, the motion vector of a lost MB can be 

reconstructed from the MVs of the neighbor MBs, and the referenced MB can be used for 
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concealment. There are also other error concealment techniques such as the 

combinations of the three basic error concealment techniques. 

When a feedback channel is available, encoder and decoder can have an interactive 

error control, i.e., the decoder can inform the encoder about which part of the transmitted 

information is lost or corrupted by errors, and the encoder can adjust its operation 

correspondingly to suppress or even eliminate the effect of such errors. The reference 

picture selection (RPS) and error tracking are two typical feedback-based error control 

schemes to limit error propagation in time direction. In RPS, if the encoder learns about 

damaged parts of a previously coded frame through a feedback channel, it can decide to 

code the next P-frame associated to not the most recent frame but an older reference 

frame, which is available in the decoder. In the error tracking approach, through the 

feedback information, the encoder can track the damage areas, and use some methods 

like intra-mode coding to stop the propagation. 
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CHAPTER 3 

THE PROPOSED ROBUST VIDEO STREAMING PLATFORM OVER 
WIRELESS NETWORK 

The proposed video streaming platform consists of two parts: video codec and the 

video transmission mechanism which could be further divided into: the packetization 

module and the error control module. In the error control unit, three novel schemes, 

Hybrid Adaptive Unequal Error Protection (HAUEP), Packet Shuffling (PS) and Fast 

Dynamic Packet Length Adjustment (DPLA), are proposed. Figure 3.1 illustrates these 

components in the proposed video streaming platform. 

Mesh based 
Video Codec 

Packetization 
Module 

Hybrid Adaptive 
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Protection 

Packet 
Shuffling 
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Packet Lenh 
Adjustment 

Error Control Module 

Video Transmission 

Figure 3.1. Components in the proposed video streaming platform 

3.1 Mesh based video codec 

Video codec is the engine of the video streaming system. In this research, we 

employed the Hierarchical Adaptive Structured (HAS) Video Codec [63,64]. The mesh 

model in this codec represents the motion more efficiently than traditional standard 
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codecs, such as MPEG-1, MPEG-4 and H.263. In particular, it can provide better 

performance in the narrow-bandwidth network. Most video application vendors in current 

industry use their own video compression algorithms while they provide products with 

standard algorithms. It's an important add-on feature in most video products to cope with 

the competitors [29]. Hence, even HAS codec doesn't use the standard video compress 

algorithm, its outstanding performance still make this study valuable and applicable. 

3.1.1 Structure of mesh based video codec 
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Figure 3.2. Architecture of HAS Video Codec [63,64] 

This section briefly describes the architecture of the HAS video codec. As most classic 

codecs, HAS codec consists of two parts: interframe processing and intraframe 

processing. Intraframe processing, or known as reference frame processing, mainly works 

for redundancy reduction of a single frame. Mesh based interframe processing makes 
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contribution to the reduction of temporal redundancy between consecutive frames. 

Figure 3.2 shows the architecture of HAS video codec. 

3.1.2 Interfmme processing in HAS codec 

A reference frame is a still image in wide sense. Hence, most still image compression 

techniques are applicable in the intraframe processing. HAS codec employs 2D DCT, 

Quantization, Zigzag scanning, Run Length Encoding and Variable Length Coding in 

intraframe processing. 

3.1.2.1 2D Discrete Cosine Transform 

Before 2D DCT coding, the reference frame is divided into N x N blocks. Each block 

contains 8 x 8 pixels. Then 2D DCT is applied to each block. In this way, the original 

samples in pixel domain are transformed into frequency domain, where the frequency 

coefficients are statistically independent. This decorrelation results in the signal energy 

being redistributed among only a small portion of frequency coefficients. The energy 

typically lies in low frequency coefficients. 

3.1.2.2 Regional Quantization 

The quantizer maps many input values into a smaller, finite number of output levels. 

Compression is archived by quantization, which also introduces distortion. In HAS 

Codec, regional quantization is used. In mesh based interframe processing, different 

patch size implies the dynamic of corresponding region. Large patch means this region 
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has less dynamics. In order to achieve further compression in very low bit-rate 

application, this specific region in reference frame can be more coarsely quantized. 

3.1.2.3 Variable Length Coding 

After block-based DCT and quantization processing, coefficients are zigzag scanned 

and run-length encoded. Then the data of N blocks are combined together to generate one 

reference frame data package, where N is adaptively adjusted according to network 

condition. After that, variable length coding is applied to approach the entropy of the 

source. There are two typical variable length coding schemes, i.e., Huffiuian coding and 

arithmetic coding. In HAS codec, Huffinan coding is used to avoid the cost of 

complexity. Due to the nature of data streaming, even Huffman coding is bypassed in 

cases of very worse network condition, when codec adaptive mechanism chooses very 

small package size. 

3.1.3 Interfmme processing in HAS Codec 

3.1.3.1 Hierarchical Adaptive Optimum Mesh (HAOM) algorithm 

The HAOM is a technique that constructs a mesh topology using both coarse-to-fine 

and fine-to-coarse techniques. The mesh topology is generated through a split/merge 

procedure. This procedure begins with an initial mesh (uniform mesh) at a resolution r as 

shown in Figure 3.3a. According to a split/merge criterion, patches with significant 

motion components are further divided into four smaller sized patches as shown Figure 

3.3b, while the remaining patches that have homogeneous motion parameters are merged 
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together to form larger patches as shown Figure 3.3c. This split/merge procedure is 

carried out recursively until the split/merge criterion is satisfied or no further division or 

merging is possible. Figure 3.3d shows the resulting mesh topology after applying the 

split/merge procedure. 
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Figure 3.3. Construction of Mesh topology 
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Motion estimation on each node of HAOM is performed by using the 3 step search 

(3SS) block-matching technique, which is easy to implement and offers reasonable 

performance. Meanwhile, Sum of Absolute Differences (SAD) is used as the primary 

matching criterion for fast computation. 

3.1.3.2 Date structure used in HAOM processing 

(a) 

(b)Figure 3.4. A mesh and correspondent Quadtree 

a) A mesh, b) Quadtree structure 

To represent the relation between mesh elements efficiently, Quadtree data structure is 

applied here in HAOM video processing. It is a hierarchical data structure (see Figure 

3.4) where a non-homogenous 2c x 2k image X is designated as the root of the tree, k 

being a positive integer defining the pixel resolution of X. At the next level, it is 

decomposed into four equal non-homogenous quadrants (patch) which are further divided 
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into sub-quadrants: the children of a particular node signifying the proper, disjoint, 

collectively exhaustive subsets of the parent, and the leaves representing the pixels. 

The quadtree could be easily implemented and manipulated by recursive subroutines. 

For operations, such as splitting, merging and updating, etc, one recursive process could 

complete the processing of a whole frame or a given region. Nodes in a quadtree 

represent patches in an image. To distinguish with the node in a mesh structure, which 

are stored in a double linked-list, we use the term patch to represent the node in a 

quadtree in this thesis. 

3.1.3.3 Video sequence after HAOM processing 

By employing HAOM algorithm, the logic video sequence will appear on network as 

shown in Figure 3.5a. Every n frames, a reference frame, which is followed by mesh 

structure and motion vectors, will be sent to the counterpart. Meanwhile, n (usually 

referred to as reference frame interval) is determined by acceptable quality of 

reconstructed video and bandwidth occupation. Figure 3.5b illustrates the reconstructed 

video sequence on client-side. 
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Figure 3.5. a) Logic sequence of video data through network 

b) Reconstructed video sequence on client side 



38 

3.1.4 Benefits of using HAS Codec 

An advantage of the mesh model over the block model is its ability to represent more 

general types of motion. At the same time, mesh structure constrains movements of 

adjacent image patches. Therefore, meshes are well suited to represent mildly deformable 

but spatially continuous motion fields. 

Moreover, HAS Codec shows that it is desirable for low-bit-rate applications 

analogous to video conferencing or video surveillance, which is featured in less dynamics 

and simple & continuous scene. 

Except the general characters of mesh based techniques, HAS Codec also shows its 

unique optimum nature because of following reasons: 

• According to certain criteria for normal network condition, the mesh 

structure is always kept in an optimum status, with minimum nodes, by using 

adaptive algorithm; 

• In mesh adaptation, splitting & merging techniques are performed 

simultaneously, where minimum computing overhead is achieved. 

3.2 Proposed Hierarchical Packetization Protocol 

HAS Codec generates the compressed reference frame data and mesh data in the 

buffer. To organize these data into the data stream and transmit them over the wireless 

networks, Hierarchical Packetization Protocol (HPP) is designed and developed. 
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3.2.1 Packetization protocol of reference fnime 

After processing of HAS Codec, the compressed reference frame is stored in the 

buffer block by block. Reference frames could seize 50%-90% content of compressed 

video data. Hence, it is quite important to effectively pack the reference frame with 

minimum bit-rate overhead. 

During the packet transmission, due to the multi-routing and network congestion, 

wireless networks cannot guarantee all packets are received at the client side in order. 

Hence, it's necessary to mark the number in each packet. Furthermore, the total number 

of packets in one reference frame must be provided, because in the adaptive system, the 

packet length may change in different network conditions. The client needs this 

information to identify if all packets in one frame have been received. This design can 

effective avoid the use of synchronization packet and the failure due to lost 

synchronization packet. 

Content (1) 

Total (2) 

Current (2) 

Check (1) 

B0 

Bi 

B 

Figure 3.6. Reference frame bit-stream format of HAS codec 

Figure 3.6 illustrate the HAS codec reference frame bit-stream format. We can see that 

only minimum extra bytes are attached to each packet. They are: 
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1. Content (1 byte) identifies packet content. 

2. Total (2 bytes) represents total number of packets per reference frame. 

3. Current (2 bytes) shows the index of current packet, i.e., this is the nh 

packet. 

4. Check (1 bytes) is the check byte of an exclusive OR (XOR) operation, 

which is applied on every byte of the current packet except check byte itself. This 

offers a fast & simple error detection mechanism. 

Then, the header is followed by consecutive micro-blocks, where each of them is 

ended with an BOB (End-Of-Block). In other words, blocks are separated by BOBs. 

When decoding, each block can be uniquely located by its packet index and block offset 

within a packet. 

3.2.2 Packetization protocol of mesh data 

After the interframe processing of HAS Codec, the mesh topology and motion vectors 

are stored in the buffer based on the form of quadtree. To convert the contents of the 

quadtree into the packages with sequence, two challenges need to be overcome: 

1. How to design a compact and efficient algorithm of traversing the 

quadtree? 

2. How to insert minimal information bytes into the package to mark the 

position of each patch and motion vectors for the reconstruction the quadtree at the 

receiver side? 

The following sections explain how the proposed Packetization protocol solves these 

problems effectively. 
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3.2.2.1 Quadtree traversal algorithm and mesh data packetizing algorithm 

In HAS codec, HAOM algorithms process video hierarchically and adaptively, and the 

generated mesh data are the necessary information to present a given mesh structure 

together with corresponding motion vectors of mesh nodes. As discussed in the previous 

section, each layer of the quadtree represents a certain level of motion compensation. The 

closer to the root, the coarser the compensation will be. Suppose that mesh data 

transmission stops at the W h layer in the middle, if all the following packets were 

corrupted, HAS codec can still work robustly with a reasonable loss of video quality by 

discarding corrupted packets. Therefore, breadth-first-traversal algorithm better matches 

the nature of HAOM. 

Based on the analysis of quadtree, root-down and breadth-first-traversal method is 

adopted as the quadtree traversal algorithm. Starting from the root node, this algorithm 

pushes all the nodes in quadtree into a First-In-First-Out (FIFO) queue in the sequence of 

top-to-bottom and left-to-right. With this special FIFO queue, the traversal process is 

conducted layer by layer until all terminal nodes are reached. Figure 3.7 illustrate the 

route of proposed quadtree traversal approach. 

Figure 3.7. The traversal of quadtree 

Then, the mesh data packetizing procedure can be described as follows: 
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1. Set the flag of begin_of_data in the first byte of the buffer. 

2. Reserve one byte as the check byte. 

3. Assign four bytes for virtual frame width and height. 

4. Use two bytes to record the associated reference frame ID. 

5. Set the flag of begin_of_tree. 

6. Reserve four bytes for motion vectors of the root patch. 

7. Set the root patch as current patch and the head patch in the queue. 

8. While current patch is not empty 

a. Use the status information of 4 sub-patches of the current patch to 

generate an eigenbyte. 

b. If the eigenbyte does not equal to zero, that means a splitting 

operation was performed on current patch and 4 sub-patches exist. 

i. Add all non-leaf sub-patches into the queue, and update the queue 

end member. 

ii. Reserve 5 bytes for MVs, which are generated by one splitting 

operation. 

C. Set next candidate patch in the queue as current patch. 

d. If the current patch is in a new layer, put the flag of end_of_layer 

into the buffer. 

9. Set the flags of end_of_mesh and end_of_data into the buffer. 

The proposed approach is flexible and general enough to deal with the commonness of 

quadtree and different mesh structure. Actually, the algorithms can also be applied on 
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part of a quadtree and corresponding part of a mesh. Therefore, it can fit into standards, 

such as MPEG-4, which employs mesh-processing techniques. 

3.2.2.2 Format of Mesh packet 

Header Eigenbytes MVs ... Eigenbytes 

Content! Layer! Total! Current! Reference Check! 

ID2 

Figure 3.8. Mesh bit-stream format of HAS codec 

The topology structure of mesh and motion vectors are combined into packets using 

the above algorithm. In the mesh packets, packet header describes the attributes of 

packets, such as the packet index and the reference frame ID that is associated with 

current mesh data. Following the header, eigenbytes and motion vectors are assembled as 

the main body of packets. Within a packet, eigenbytes and motion vectors are 

distinguishable by their high four bits of the byte. Meanwhile, eigenbytes use low four 

bits of the byte to represent the status of four sub-patches, i.e., whether there is a splitting 

operation performed or not. Among various eigenbytes, the flag of layer, which is usually 

at the end of a packet, is inserted after the eigenbyte of the last patch in this layer. Also, 

check byte and EOM (End-Of-Mesh) flag are assigned. Clients use them to verify packets. 

If any error were detected, the specific packet would be discarded. 
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3.2.3 Analysis of the proposed hierarchical Packetization protocol 

The size of total mesh packets could be formulated as the following equation: 

Smi"≤S≤S (3.1) 

Sfl = + (4i * 5 + 1) + Se (3.2) 
iO 

S = S1 + S +6 (3.3) 

Where, 

5, and Se are the size of the header part and end part; 

n stands for the total layer numbers; 

S is the size of a full quadtree; 

S represents a minimum free only with root node. 

It is shown that the total size of mesh packets is exponentially augmented while the 

layer number increases. It provides a flexible mechanism through which extremely low 

bit-rate is used for performing mesh-based motion compensation to avoid huge data loss, 

when available network bandwidth shrinks suddenly. On the other hand, if high 

bandwidth is available, HPP transmits more layers of motion vectors to improve the 

video quality outstandingly. Therefore, the hierarchical advantage of mesh processing can 

be utilized to the furthest. The coarse-to-fine & fine-to-coarse adaptation is realized by 

loop-control mechanism within HPP. 

The mesh abstracting strategies applied here have exceptional advantages over other 

mesh presentation methods. On the client side, mesh reconstruction can stop at an 

arbitrary layer according to those received correct mesh data packets. This feature offers 
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a robust & reliable decoding of mesh data packets. Even in the case of network 

congestion, limited quantity of mesh packets are received. Smooth video playback on the 

client side is still guaranteed with reasonable QoS decrease. Meanwhile, these strategies 

also improve codec performance in normal network condition, because packet corruption 

is inevitable in UDP-based real-time video streaming. Hence, compared with other 

method describing the mesh structure [26], HPP uses a more elegant and efficient 

algorithm to represent it. 

3.3 Hybrid Adaptive Unequal Ernr Protection 

After packetization, reference frame packets and mesh packets are ready to be sent. 

However, the high compression ratios introduce interdependency of data. Consequently, 

bit and packet errors due to transmission may render as significant artifacts after the 

compressed data is encoded. In order to provide reliable video communication, it is 

necessary to exert some forms of error control. Here we present a proposed hybrid error 

control solution, which consists of Hybrid Adaptive Unequal Protection Scheme, 

Adaptive Packet Shuffling scheme and Fast Packet Length Adjustment Scheme. Figure 

3.9 illustrates the structure of this solution. In this section, we present the proposed 

Hybrid Adaptive Unequal Protection Scheme. 
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Figure 3.9. Architecture of the proposed error control scheme 

3.3.1 Background and Motivation 

Traditionally, two classes of communication protocols are used in practice to protect 

data over packet networks: synchronous and asynchronous. Asynchronous 

communication protocols, such as ARQ, are reliable but have unbounded delay. During 

the transmission, for each intact data packet received in the forward channel, the receiver 

sends back an acknowledgment. Thus, ARQ requires a two-way communication channel 

to be present. While this model works very well for data communication, it is not suitable 

for multimedia streams with hard latency constraints. The maximum delay of the ARQ 

mechanism is unbounded, and in multimedia applications it is usually preferable and, in 



47 

the case of live streaming, necessary to interpolate late-arriving or missing information 

rather than insert a delay in the stream playback. 

In synchronous protocols, the data are transmitted with a bounded delay. To provide 

for some measure of reliability, FEC coding is employed. FEC codes are applied to a 

group of source data packets. The FEC codes are designed to protect data against channel 

erasures by introducing parity packets. No feedback channel is required. If the number of 

erased packets is less than the decoding threshold for the FEC code, the original data can 

be recovered perfectly. However, FEC techniques cannot guarantee that the receiver 

receives all the packets without error. 

Note that existing streaming media servers and clients are based on a partially 

synchronous version of the ARQ protocol [29. These applications maintain a record of 

the approximate round-trip time for a packet and its acknowledgment, and use this 

information to determine at the server if a packet is likely to arrive at the destination 

before its deadline. In this way, the unbounded delay of ARQ protocols can be avoided. 

However, even with this change, the ARQ-based protocols still require a small overall 

packet loss rate and low round-trip latency to achieve an acceptably small probability of 

stream transmission failure. 

To our knowledge, all existing error protection schemes are not suitable for protecting 

the video data in our system. We need to design a new scheme to fit the characters of 

HAS codec. 
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3.3.2 Proposed Hybrid E nor Protection Scheme 

From the analysis of video packets in Section 3.2, we know that any distortion in 

reference frame will last until the next reference frame is received. By contrast, the loss 

of motion vector has less effect on the video quality. Hence we used different error 

protection scheme in these two type packets. Considering the real time system, too much 

retransmission may increase the system delay significantly. So ARQ is not suitable for 

protecting reference frame packets. In this scheme, we employed the Reed Solomon 

Codes [67] to protect the reference frame. 

In mesh packets, mesh structure data represent the mesh topology. Normally for speed 

the process at the both sides, the same mesh structure will be repeatedly used for at least 

two frames. Hence the loss of mesh structure may result in missing several frames. 

Considering the mesh structure has only limit bytes and need be retransmitted just one 

time while encountering error [63]. We use ARQ to guarantee that the client must receive 

the mesh structure. As we discussed in Section 3.2.2.2, mesh structure is part of mesh 

packet. As showed in Figure 3.1, we designed another mechanism to extract mesh 

structure before Packetization. Mesh structure buffer keeps five recent structures and 

sends them to the wireless channel when it gets the resending request. 

3.3.3 Reed Solomon (RS) Codes 

RS codes are a systematic linear block code, which is one type of FEC [67]. It's a 

block code because the code is put together by splitting the original message into fixed 
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length blocks. Each block is further subdivided into rn-bit symbols. Each symbol is of 

a fixed width, usually 3 to 8 bits wide. An RS code is partially specified as an RS (n, k) 

with rn-bit symbols. For instance the RS (204,188) uses 8-bit symbols. The n refers to the 

number of encoded symbols in a block, whilst k refers to the number of original message 

symbols. The difference n-k (usually called 2t) is the number of parity symbols that have 

been appended to make the encoded block. 

An RS decoder can correct up to (n-k)/2 or t symbols, i.e. even if any t symbols can be 

corrupted in any way, and the original symbols can be recovered. Thus the video codec 

splits the message into blocks 188 symbols long. The 16 parity symbols (2t = 204-188 = 

16) are then appended to produce the full 204 symbol long code. Up to 8 (t = 16/2) 

symbol errors can then be corrected. The power of Reed Solomon codes lies in being able 

to just as easily correct a corrupted symbol with a single bit error as it can a symbol with 

all its bits in error. This makes RS codes particularly suitable for correcting burst errors. 

Usually the encoded data are transmitted or stored as a sequence of bits. Often the RS 

encoded block is further encoded in a convolutional code to try and cope with both burst 

and random errors. 

RS codes are based on finite fields, often called Galois fields. An RS code with 8 bit 

symbols will use a Galois field GF (28), consisting of 256 symbols. Thus every possible 

8 bit value is in the field. The order in which the symbols appear depends on the 

generator polynomial. This polynomial is used in a simple iterative algorithm to generate 

each element of the field. Different polynomials will generate different fields. For 

instance, the generator polynomial could be p(x) = 1 + x2 + x3 + x4 + x8. This can be 
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given the shorthand 285, from the binary value of the coefficients 100011101. From 

this the n" element of the field can be constructed by raising element 0 to the power n. 

3.3.3.1 The Reed Solomon Encoder 

The encoder is the easy part. Since the code is systematic, the whole of the block can 

be read into the encoder, and then output the other side without alteration. Once the k" 

data symbol has been read in, the parity symbol calculation is finished, and the parity 

symbols can be output to give the full n symbols. The encoder acts to divide the 

polynomial represented by the k message symbols d(x) by the RS generator polynomial 

g(x). This generator polynomial is not the same as the Galois Field generator polynomial, 

but is derived from it. 

x(n-k).d(x)/g(x) = q(x) + r(x)/g(x) (3.4) 

The term x(n-k) is a constant power of x, which is simply a shift upwards n-k places of 

all the polynomial coefficients in d(x). The remainder after the division r(x) becomes the 

parity. By concatenating the parity symbols on to the end of the k message symbols, an n 

coefficient polynomial is created which is exactly divisible by g(x). 

The encoder is a 2t tap shift register, where each register is m bits wide. The multiplier 

coefficients g(0) to g(2t-1) are coefficients of the RS generator polynomial. The 

coefficients are fixed, which can be used to simplify the multipliers if required. The only 

hard bit is working out the coefficients. 

At the beginning of a block all the registers are set to zero. From then on, at each clock 

cycle the symbol in each register is added to the product of the feedback symbol and the 

fixed coefficient for that tap, and passed on to the next register. The symbol in the last 
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register becomes the feedback value on the next cycle. When all n input symbols have 

been read in, the parity symbols are sitting in the register, and it just remains to shift them 

out one by one. 

3.3.3.2 The Reed Solomon Decoder 

Decoding is a far harder task than encoding. The first step in decoding the received 

symbol is to determine the data syndrome. Here the input received symbols are divided 

by the generator polynomial. The result should be zero (the parity was placed there to 

ensure that code is exactly divisible by the generator polynomial). If there is a remainder, 

then there are errors. The remainder is called the syndrome. 

The second step is to find the error polynomial lambda. This requires solving 2t 

simultaneous equations, one for each syndrome. The 2t syndromes form a simultaneous 

equation with t unknowns. The unknowns are the locations of the errors. In general there 

are many possible solutions to the set of equations, but we assume that the one with the 

least number of errors is the correct one. This assumption is the reason that more than t 

errors can actually cause the decoder to corrupt the received signal further (if allowed to). 

If more than t errors occur, then there will exist a possible solution to the equations with 

less than terrors. 

The process of solving the simultaneous equations is usually split into two stages. 

First, an error location polynomial is found. This polynomial has roots which give the 

error locations. Then the roots of the error polynomial are found. Once the error 

polynomial lambda is known, its roots define where the errors are in the received symbol 

block. The most commonly used algorithm for this is the Chien search. This is a brute 
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force and ignorance method, or more politely, an exhaustive search. All 2" possible 

symbols are substituted into the error polynomial, one by one, and the polynomial 

evaluated. If the result comes to zero, we have a root. 

At this stage, it could be known where the errors are, but not what they are. The next 

step is to use the syndromes and the error polynomial roots to derive the error values. 

This is usually done using the Forney algorithm. The algorithm is an efficient way of 

performing a matrix inversion. The algorithm works in two stages. First the error 

evaluator polynomial omega is calculated. This is done by convolving the syndromes 

with the error polynomial lambda. Omega is then calculated at each zero location, and 

divided by the derivative of lambda. Each calculation gives the error symbol at the 

corresponding location. If a bit is set in the error symbol, then the corresponding bit in the 

received symbol is in error, and must be inverted. All that remains is to correct the 

received symbols. The symbols are read again from an intermediate store, and at each 

error location the received symbols XORed with the error symbol. Usually the parity 

symbols are stripped off. 

3.3.4 Adaptive Unequal Error Protection 

To work in different bandwidths, parameters of the RS Codes are dynamically 

adjusted along with the feedback from the wireless channel. In some bandwidth situation 

with high interference, the high redundancy bits will be inserted. In extreme low bit 

channel, we have to protect one reference frame per n frames (interval n = 2,3.x) to 

guarantee the packets throughput rate. 
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Above are traditional adjustment schemes. In this thesis, we proposed a novel 

adjustment method, which utilizes the advantage of mesh based codec. As discussed in 

section 3.1, the essence of HAOM mesh structure is using fine mesh to represent more 

movement parts and using coarse mesh to stand for still parts. 
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Figure 3.10 Adaptive FEC protection with selected blocks 

In practice, because of the error caused by searching of block matching, the moved 

part normally generates more distorts. Hence it much needs reference frame to refresh / 

correct itself than the still part need. Based on this fact, we design a link between mesh 

structure and reference blocks. For example, in Figure 3. 10, when the speaker moved her 

face, it caused more movement of blocks at that position. The mesh structure clearly 

captured this status. System recorded the mesh structure and marked corresponding 

blocks with the number of layers at this position. In the selective mode, blocks are 

selected according to the marked number. One threshold was used to control the number 

of selected blocks. In the extreme low bit rates network, the threshold could be set to very 

small to pick the most active blocks. Then the RS codes just need protect the selected 

blocks, which significantly reduce the redundancy bits. 
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3.4 Packets shuffling 

As discussed in the last section, the reference frame is protected by FEC scheme. But 

FEC techniques cannot guarantee that the receiver receives all the packets without error. 

For example, if the number of error packet exceeds the half of parity packets, FEC cannot 

correct the errors. Furthermore, in the low bit rate wireless network, it's impossible to 

add too much redundancy to reduce the error. Under these circumstances, we need to 

supplement with other schemes to control the effect caused by burst errors. 

3.4.1 Background and Motivation 

According to the study of human perception, some loss of quality can be tolerated. 

This feature can be utilized in most video systems. It could be easy to understand that 

consecutive packets loss may give audiences a strong feeling of the distortion of the 

image. 

This phenomenon motives us to design a scheme to lower the influence of consecutive 

error. To change continuous errors to average errors could be a workable solution. 

Another advantage of this scheme is that it could avoid FEC's working scale to be 

overun. 

Figure 3.11 illustrate a sample of how the order of packets affects consecutive loss. 

For instance, we have a sequence of 15 packets numbered from 1 to 15. Two network 

burst errors caused the loss of packets 4 to 6 and 11 to 13. 
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If this sequence of packets is shuffled before transmission, the result is consecutive 

packets become far apart in the sequence, and then the consecutive loss can be reduced 

significantly. 

Figure 3.11. Example of how the order of packets affects consecutive loss 

The above example shows even random shuffling could effectively average the 

continue errors. But a question is raised: What variation of the input sequence minimizes 

the continue error for a give network loss? In the following sections, a shuffling 

algorithm is proposed to solve this problem. 

3.4.2 Problem Statement 

The objective of this problem is to reduce the bursty error to a perceptually acceptable 

level (by spreading it out). There are following parameters to bound the problem. (1) The 
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sender's buffer size m, which is determined by the sender's operating environment and 

its current status. (2) The upper bound on the size of a bursty loss in the communication 

channel p. (3) The user's maximum acceptable number of continue errors k. What we 

need to get is a permutation ftinctionf on S , where S = { 1, 2,...,m }, which decides the 

order in which a set of consecutive packets must be sent. 

Obviously there is a typical trade off between buffer size and continue errors. The 

greater m is, the less number we can support but also the greater memory requirement and 

initial delay time. 

Here we need notice one point. During the processing, each packet is consists of 

several blocks. This allows us to consider every packet to be equally important; thus, we 

can permute the frames in any way we would like to. 

3.4.3 Packet Shuffling Scheme 

In this section, we use a pure mathematical method to solve this problem. Now we are 

given positive integers m and p. Let Sm denotes the set of all permutations on [m] 

{l,2,3.....,m}. For any permutation XE S. ,the sets W. given by 

Wix = , x1+ _1 } ,1 ≤ I ≤ m (3.4) 

are called the sliding windows of size p (ofx), where the indices are calculated modulo m, 

then plus 1. When 1 ≤ I ≤ m - p + 1, Wix = {xx1,1 , x+1 } , and when 

m—p+l <i≤m, J'V (3.5) 

For any pair of integers k and 1 such that 1 ≤ k <1 ≤ m, let [k, fl denote the set 

{k,k+1, ... l}. Let { c }" be the sequence of integers defined as follows. 
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c:c = 

max {I [k, 11 I},[k,l] 
f 1 ≤ I ≤ m - p +1 
max {I [k, m] I + j [1,1] I},[k,m] g {Xi,.••Xrn},[l,lj {x,...x+1_1_} 

fin — p+1<i≤rn 

(3.6) 

Let CX=max {cx I 1≤i≤m}.Then k0 is defined to be 

k0 = m in{CX, x E SO (3.7) 

Our objective is to find k0 as a function of in and p. Moveover, we also wish to 

specify a permutation x so that CX = k0. 

Informally, when 1:5 1  ≤ in - p +1, C is the maximum number of continuous integers 

in T,V,X. While if m—p+l<i≤m, Cx is the sum of two quantities a and b, where a is 

the length of the longest consecutive integer sequence in {x,,. ..x } which ends in in, and 

b is the length of the longest consecutive integer sequence in {x,x,1 , x,+ p_rn_i} which 

starts at 1. The reason for this is that suppose we apply our permutation to two adjacent 

buffers of size m, we would like our permutation to also deal with the case where the 

network loss burst occurs across these two buffers. 

The value of k0 and permutation x depends significantly on the relationship between p 

and in. By using the following algorithm, (m,p) could produce the appropriate 

permutation which supports the best k0 given p and m. 

The following table lists the packet shuffling algorithm. 
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Packet Shuffling Algorithm 

Begin 
If p ≤ 0 or p ≥ m then 

Output the identity permutation 
End if 

If p ≤ then 

M <- {j,p ≤ j ≤Agcd(m,j) =1} 

if M # 0 then 

p'-' min {j,jEM} 

for i=1 to m do 

x(i) - ((i-1)p'modm)+l 

end for 
else 

m 

for i=1 tomdo 

x(i) <- p' * (imod2) + 12] 
end for 

end if 
else 
q=m—p 

r= 
[qp+ 1 

t=I 
rn [r + 2 

I +-rnmod(r+2) 
if I =r+1 then 
for i--1 to t+1 do 
a =1+(i_1)*(r+2) 

b1 (r+1)+(i_1)*(r+2) 

end for 

for i--1 to t+1 do 
x(a 2_) - I 

end for 
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for i t+2 to m-(t+1) do 

X(Cm _i_i) 

end for 
for i=m-t to m do 

x(b_1+1) - I 

end for 
else 

for i--1 totdo 

a. = t'+ 1 + (i —1) * (r + 2) 

= j * (r + 2) 

end for 
C - {l,2,...m} - {a,} - {b1} 

for i--1 totdo 
x(a1+1_1) 

end for 
for i= t+l to m-t do 

x(c 2_,_11) *- I 

end for 
for i=m-t+l to m do 

X(bmj+i) 

end for 
end if 

end if 
End 

3.4.4 Analysis of packet shuffling scheme 

Two parameters need to be considered to apply this scheme. One is buffer size, and 

the other is delay factor. For the buffer, both server and client sides need it. The size of 

the buffer m is depended on the requirement of the maximum acceptable number of 

continue errors k 

Delay factors typically include startup delay and individual timing drifts. This scheme 

does not introduce new drifts and the only delay it induces is the startup delay, which is 

small enough for most practical purposes, except in the case of highly interactive 

applications. 
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3.5 Dynamic Packet Length Adjustment 

3.5.1 Background and motivation 

Proposed video streaming platform is based on the TCP/UDP protocol. For the 

transmission of time-sensitive video packet, UDP protocol is employed. TCP with • 

acknowledge mechanism is used in transmitting the non real time information, such as 

the feedback from receiver to the sender. During the transmission, the physical layer of 

the intermediate network equipment detects bit errors in a packet by the use of 

checksums. Corrupted packets are useless for the end hosts because TCP/IP protocol has 

no mechanism to recover from individual bit errors. Thus, the physical layer sensibly 

drops a packet. In TCP link, the sender will be informed to retransmit the undelivered 

packet. In UDP link, the packet will not be resent. 

In wireless environments, packets transmitted over the air may have bit errors 

introduced. The bit error rate of a typical wireless network maybe as high as 1 bit error in 

iO bits, which is about 100 times greater than a wired network (10). If we assume that 

the bit error rate(BER) is constant over time or over a bit stream, then the packet error 

rate (PER) grows exponentially when the sender increase the packet size [20]: 

PER≤1(1BER)'' (3.8) 

where L+H is the length of packet in bits. 

Of course, an invariant bit error model over time or bit stream may not necessarily 

reflect the real world. However, this model can reveal the relationship between PER and 

BER. For this study, we assume that bit error rate is constant over time, so the distance 
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between two consecutive bit errors is exponentially distributed over the bit stream. 

This model is the prevalent one in the literature. 

Obviously, when a packet size employed is too large, there is an increased possibility 

for encountering bit error. But we cannot use the smallest packet size to improve the 

packet error rate. Too small packet size is also not efficient because of the fixed overhead 

required per packet. 

Most designers of the traditional video streaming system did not concern this fact. 

Even when some of them consider this problem, they typically choose a packet size that 

would work with the worst acceptable bit-error-rate. Unfortunately this packet size makes 

inefficient use of the channel when the bit-error-rate is much lower. 

In this thesis, we propose the use of dynamically packet length adjustment (DPLA) to 

change packet size adaptively. This approach can effectively control the packet error rate 

(PER), which results in better performance in wireless network. 

3.5.2 The Proposed Dynamic Packet Length Adjustment Approach 

To design an efficient DPLA, there existed three problems to solve. 

1. How to probe the bit error rate? 

2. How to select the best packet length according to the estimated bit error 

rate? 

3. Do the codec and packetizer adjust the packet length easily and 

correspondingly? 

In following sections, we will describe the proposed approach based on the solutions 

of these three problems. 
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3.5.2.1 Feedback of packet loss numbers 

In the system, we design a feedback channel between the sender and the receiver. The 

receiver informs the received packet numbers per second. At the sender side, system can 

get the packet loss rate by comparing the sent packet numbers with the received numbers. 

The relationship between the historic data of packet loss numbers and the probability 

of channel bit error rate will be discussed in following section. 

3.5.2.2 Estimation of the optimal packet length 

Based on packet loss history, the packet size is chosen such that the conditional 

efficiency of the protocol is maximized. For deriving conditional efficiency expression, 

we assume that only packets containing errors are lost. For a given channel error rate p, 

the efficiency of a protocol that uses packets of size k is given by [3.9], as referred in 

[66]: 

EFF = (k  k  
+ h J (1  PY 

k+h) 

(3.9) 

where k is the number of information bits, h is the number of header bits in the packet 

and p is the channel bit-error-rate. 

The first term of the above expression represents the ratio of information bits to total 

bits in a packet, while the second term represents the average number of transmission 

attempts per packet. 
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The expected efficiency of the protocol given R, which is the number of the lost 

packets out of the last M packet transmissions, can be expressed by averaging the above 

expression over all possible values of p and using the conditional distribution of p given 

R (assuming that p is constant over the period of interest). The resulting expression is 

given by 

EFFR(k) = f ('— P k+h P(p I R) 

k+h (3.10) 

The conditional probability of p given R, P(pR), can be expressed as follows: 

F[pIR]= 
P[p,R] - P[R I p]P[p]  

- 

P[R] P[R] 
(3.11) 

We need know the prior distribution ofp to solve the above condition. In the absence 

of a prior, we assume a uniform prior; that is P[p] = 1.Then we get 

P[R]= J P[R Ip]P[p]= J P[R Ip] (3.12) 

Given p, the probability that R packets contain errors and therefore require 

retransmission is the probability that R out of M packets are in error. Since packet errors 

are independent from packet to packet, this probability can be expressed according to the 

binomial distribution with parameter B. B is the probability that a packet contains errors 

and is given by 

(3.13) 

where k is the packet size used in the previous M transmissions. 

Combining equations (3.12) to (3.13) we get the following expression for the expected 

efficiency of the protocol for a given value of R. 
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EFFR(k) = - 

p 

R(1 _ 

k(1p) R) 
(k+h) X  

ER (I - E) 

(3.14) 

It is now possible to choose the value of k, the block size to be used in future 

transmissions; so that the efficiency of the protocol is maximized. 

An optimal value for k can now be found using numerical search algorithms. To 

reduce the search complexity, a restricted search using select values for k can be 

performed. Suppose we just have 10 options to be selected, it's quite fast to find the best 

k with better impact on the performance of the protocol. 

3.5.2.3 Source coding and packetization with packet length adjustment 

An important assumption in designing DPLA is the codec must have the ability of 

codec the different size of packet. In the HAS codec, as discussed before, the reference 

frame compressor can change the packet size by combining different number of blocks. 

For mesh packet, we can control the number of layers to adjust the size. In practice, the 

size of mesh packet has less options then reference frame. 

The proposed dynamic packet length adjustment scheme gave answers to three 

questions we mentioned at the beginning. Experimental results also shows that this 

scheme works well in the video streaming platform. 
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CHAPTER 4 

SYSTEM PROTOTYPE AND EXPERIMENTAL RESULTS 

4.1 Pmtotyped Video Streaming Platform 
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Packeizer 

Other 
Information 
Source 
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t1uIll Sources and flulliClients 

Figure 4.1. Proposed Video Streaming Platform Over Wireless Network 

The system consists of several video servers and video clients as showed in Figure 4.1. 

Video server can be described more precisely as video source, video codec, packetizer 

and transmitter. In the prototype system, we employed the HAS codec. In the 

implementation of packetizer and transmitter, Hierarchical Packetization Protocol, 
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Unequal Error Protection, Packet Shuffling and Dynamic Packet Length Adjustment 

are designed and applied. Video clients have similar modules as servers, but all modules 

have the reverse functions, including decoder, unpacketizer and receiver. 

The system is called as "Platform", because it can support different video sources. In the 

implemented prototype system, live video from real time camera and stored video files 

(YUV video format) can be compressed and sent to the network. A pre-processing 

module is setup before the codec processing the video. Live video or video file are 

converted into the buffer frame by frame, whatever format or video interface they have. 

This mechanism makes the system expandable to imicast or multicast other types of 

media, such as pure images. As a video streaming platform, the system could be applied 

in many fields, such as distance learning, video surveillance and video conferencing 

system. 

4.1.1 Software and Hardware Envimoment and software architecture 

The system is prototyped using Visual C++ 6.0 and Winsock 2.0 on Windows 

2000/XP platform. The PC used in the test is configured with P4 l.2G CPU and 256 

RAM. Client software could be run on the machines with Pentium MMX 166MHz CPU 

or up, which has been tested successfully. 

The software architecture is shown in Figure 4.2. Two transmission threads and one 

main thread collaborate to construct the streaming platform. The main thread captures 

user control information and executes video processing and packetization. In the 

meantime, transmission thread streams the processed packets and receives the feedback 

from the client side. 
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Figure 4.2 Software Architecture of Prototyped Video Streaming Platform 

4.1.2 User Interface and System Functions 

Figure 4.3 show the user interface of video server. User can select the streaming 

mode: unicast or multicast. Unicast refers to networking in which computers establish 

two-way, point-to-point connections. When streaming multimedia over a network, the 

advantage to unicast is that the client computer can communicate with the server 

supplying the multimedia stream. The disadvantage of unicast is that each client that 

connects to the server receives a separate stream, which rapidly uses up network 

bandwidth. 

Multicast refers to the networking technique in which one server sends a single copy 

of the data over the network and many computers receive that data. Unlike a broadcast, 

routers can control where a multicast travels on the network. When streaming multimedia 
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over the network, the advantage to multicasting is that only a single copy of the data is 

sent across the network, which preserves network bandwidth. The disadvantage to 

multicasting is that it is connectionless; clients have no control over the streams they 

receive. To use IP multicast on a network, the network routers must support the IP 

Multicast protocol. 

Figure 4.3. User Interface of Video Streaming Server 
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In the unicast mode, the server need to know the destination IP address and port 

number. Then all packets will be attached with the destination information and sent to the 

network. In the multicast mode, the destination IP address is one of special multicast 

address, which is in range 224.0.0.0 through 239.255.255.255. Proposed video streaming 

platform uses IP address from 225.1 .1. 1.  This type of IP address stands for different 

multicast group, all clients joining this group can receive the video stream labeled this 
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address. The first IP group is regarded as channel 1. By analogy, 225.1.1.2 represents 

channel 2, etc. 

Figure 4.4 User Interface of Video Streaming Client 
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Figure 4.4 is the user interface of a video streaming client. As same as the server, 

clients can select the streaming mode: unicast receiving or multicast receiving. In unicast 

mode, the client needs to specify the server address to get the stream. In multicast mode, 

the client needs to point out which channel he wants to watch. On the other word, he 

needs to specify the multicast group that he joins to take the video stream. 
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4.2 Video quality and bandwidth analysis 

Generally, video quality varies with available bandwidth. The connection between 

these two aspects can be used to judge the proposed video streaming system's efficiency 

and performance. 

In the Figure 4.5, the test sequence Miss American is used as the video source. With 

this 10 fps QCIF (176* 144, YUV) sequence, an average bandwidth of 117.6Kbps is 

needed, compared to raw QCIF's 3041.28Kbps. Effect of compression is notable. An 

average PSNR of 32.37dB (the minimum PSNR is 28.62dB) is achieved. Curves of 

PSNR and bandwidth are relatively constant, which is a superior feature of HAS codec. 
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Figure 4.5. Video Quality and Bandwidth Analysis 

(Test sequence: Miss American) 
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4.3 Performance analysis of HAUEP 

To compare the proposed HAUEP with other general error protection methods, we 

designed this experiment. In the experiment, four typical wireless channels are simulated, 

including narrow bandwidth with low and high error rates, high bandwidth with low and 

high error rates. In each situation, we tested the video streaming with pure FEC 

protection, pure ARQ, HUEP and HAUEP. We used Miss American as the test sequence, 

which has 150 frames in YUV QCIF format. The average PSNR, redundancy and delay 

are recorded. 
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Figure 4.6. Average PSNR/Redundancy/Delay with different error protection scheme in 

Narrow bandwidth and Bursty Network (128k Bandwidth / PER2O%) 
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Figure 4.7. Average PSNR/Redundancy/Delay with different error protection scheme in 

Narrow bandwidth Network (128k Bandwidth / PER=O.5%) 
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Figure 4.8. Average PSNR/Redundancy/Delay with different error protection scheme in 

Board bandwidth and Bursty Network 1.1 M Bandwidth / PER=20%) 
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Figure 4.9. Average PSNR/Redundancy/Delay with different error protection scheme in 

Board bandwidth Network (1. 1M Bandwidth / PER=O.5%) 

From Figures 4.6 to 4.9, we can find that the pure FEC scheme works well in high 

bandwidth situation. But it performs very poorly in the low bit rate channel, because too 

much overhead occupies the limit network resource. Although the pure ARQ scheme can 

get the best PSNR in board bandwidth network, it increases delay significantly and the 

performance of pure ARQ in the bursty narrow bandwidth network is unacceptable. 

HUEP significantly reduces the redundancy. In the narrow bandwidth network, it still 

provides tolerable video quality in reasonable delay time. In the board bandwidth 

network, the performance is very close to one of the pure FEC, even it costs less 

redundancy. Because of the mesh selecting mechanism, HAUEP generates the least 

protection code. The throughput of this scheme is the highest in all test schemes. It gets 

the best PSNR in the low bit rate network. Moreover it also gets the adjacent result as 

other scheme with limit delay and least redundancy when the bandwidth is enough. 
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4.4 Perfomiance analysis of Packet Shuffling 

In this experiment, the network loss pattern is modeled by two-state Markov model as 

shown in section 2.2.3. The two states are good state and bad state. Since networks loose 

packets in bursty, once in the good state, the model remains there with probability PG . 

Once it switches to the bad state with probability 1 - PG ,it remains there with probability 

The test frames are CIF sequence Flowergarden, which is the standard sequence in 

video testing. Each frame is divided into 108 packets. Each packet contains 22 blocks. 

As bandwidth and network loss are the main parameters which effect continue loss 

factor, we measured the impact of these parameters in the experiment. 

Mean of Consecutive 
Lost Factor Before 

Shuffling 

1.36 

Mean of Consecutive 
Lost Factor After 

Shuffling 

1.04 

1.82 1.53 

PB =0.7 2.53 2.26 

256k bandwidth 2.79 2.21 

1. 1M bandwidth 1.82 1.53 

Table 4.1.Experiments on impact of network loss and available bandwidth 
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First three rows in Table 4.1 show the experiment on impact of network loss, the 

bandwidth is fixed at 1.1Mb/s, buffer size is 108 packages. The results demonstrate that 

the shuffling scheme reduces the continue loss factor at different network situations. The 

next two experiments show the shuffling scheme also perform better with different 

available bandwidth. Here the buffer size is 108 packages and the PB is set to 0.5. 

4.5 Performance Analysis of DPLA 

To compare the efficiency of the proposed adaptive packet length with the fixed 

packet length, we collected the efficiency value of 3 lengths with 7 different channel 

situations. The adaptive packet length is gotten from the look up table which is the 

approximate calculated value using EFF function. 
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Figure 4.10. Efficiency comparison with different packet length 
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Figure 4.10 lists the relationship between the efficiency value and packet length in 

different network situation. We record the throughput value from error probability is 10_i 

to 10. Experiments show that small packet size has better performance in the worse 

channel. Big packet size has better throughput in the situation with less error. Only the 

proposed adaptive packet length can get the near optimal throughout in any situation. 
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CHAPTER 5 

CONCLUSION & RECOMMENDATION 

5.1 Conclusion 

This thesis studied the principles of video coding, the characteristics of 

communication networks, and generic error control techniques. Based on these studies, a 

robust video streaming platform over wireless networks is designed and prototyped. 

Specially, several schemes for video transmission are proposed, including Hierarchical 

Packetization Protocol, Adaptive Unequal Error Protection, Packet Shuffling and 

Dynamic Packet Length Adjustment Scheme. 

To reduce the overhead of bit stream over the network, a special protocol is designed 

to generate minimum bytes to describe the mesh structure and represent motion 

compensation data. In the proposed Hierarchical Packetization Protocol, the essential 

information of quadtree, layer status and motion vectors are combined into bit streams. 

At the client side, mesh reconstruction can stop at an arbitrary layer according to those 

received correct mesh data packets. This feature offers a robust and reliable decoding of 

mesh data packets. Even in case of network congestion, limited quantity of mesh packets 

are received, smooth video playback on the client side is still guaranteed with reasonable 

QoS decrease. Furthermore, HPP uses more elegant and efficient algorithm to represent 

the mesh structure comparing with the tradition algorithms. 

In the HAUEP scheme, the adaptive Reed Solomon coding scheme and ARQ is 

integrated to enable robust video transmission. Proposed hybrid error control scheme 
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specially addresses the problem of mesh based video streaming over wireless channels. 

We also analyze the packet structure of video frames generated by mesh-based codec and 

arrange corresponding error protection method on different types of package. Moreover, 

an adaptive control mechanism is designed to effectively adjust the redundancy according 

to the situation of the wireless channel. Simulation shows this scheme is offering a better 

quality than other popular approaches 

Packet Shuffling is a novel method to effectively average the continuous error to 

random error. The changing error pattern could effectively avoid that the error recovery 

capacity of FEC is exceeded. Another benefit is that the random error pattern can lower 

the video distortion from the view of human perception, compared with continuous error 

pattern. We design an algorithm to get the permutation to minimize the continuous error 

for a given network loss. Experiments show this algorithm successfully spread the 

continuous error. This scheme has significant value in the narrow bandwidth network 

with heavy bursty error. 

A fast packet length adjustment scheme is also proposed. Based on the fact that Packet 

Length severely effects the packet truncation in wireless data transmission, we propose 

this scheme to find and apply the optimal packet length in the real time system. Normally 

the search algorithm of finding the optimal packet length with the given network bit error 

rate is very complex. In the proposed system, a fast lookup table is designed to avoid the 

complicated computation. In this lookup table, different error rate p is mapped with 

correspond to packet length Ic. System can fast retrieve Ic with given p. This approximate 

solution significantly reduces the calculation time and makes this scheme practically used 

in the real-time system. 
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5.2 Futum work 

Although the proposed system has been presented with promising results, the 

extensive modifications and further research still need to be carried out. Regarding 

further research work, following aspects are considered: 

Currently all experiments were executed in the simulation environment. In the future, 

we need test the system in the realistic wireless networks. More complex channel 

situations, such as channel mismatch cases and channel lost, need to be further 

investigated. 

Additionally, the proposed transmission module and error control module are flexible 

and could be expanded in most standard video codec, such as H.263 and MPEG-4. 

Further test need to be performed to compare these module's portability and 

performances in different video codec. 

Moreover, presently the proposed error control scheme runs less efficiently on the PC 

platform, because it is designed for generic application. In this case, dedicated hardware 

device will have a much better performance. Due to the parallel and repetitive nature of 

video processing, the algorithms used in this system can be implemented with low-power 

VLSI design with much higher performance and lower cost. In the future, this system is 

supposed to be implemented with hardware. 
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